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System Requirements for WINDOWS PC

Before installation, please check that the system environment

of computer meets the following requirements.

Supported operating systems:
Windows XP SP3 * Windows Vista * Windows 7

Please have the software ready

for installation

f

) CPU | Pentium M 2.0GMHz

) RAM | Atleast 1G/ at least and above 1.5G is recommended

) Browser | INTERNET EXPLORER 6.0 and above

) Display color quality | 16-bit and above required

) Display Resolutions | 1027x768 and above

) SD Card Connector | both built-in and external

(to access and store protected content via a SD card)

} Others | For internet connections, ADSL, Cable modem or

LAN are recommended.
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Softwave

) GSISAFE 0.9.1212110

License Agreement
Flease review the license terms before installing GSISAFE 0.9.131211.0151. @

Press Page Down to see the rest of the agreement.

|<End-User Agreement> -

Software Products: Object of this agreement is the GSiMedia software suite, comprising
@ selection of components, that varies with different suite types, from the following

list * C%iusic, GRiVideo, GRiKamoke, 33izBack, (e Lasming, (fiGame, (S Muszurm,

i Teawel, (38i8afe, GRiBox, GRiKey, LiveShow, HipTop(” Softwsze” Je

Licenson ¢ GiMedia (7 G807 )

Thiz iz & lagal ageernent between you,  the ™ end wser” and GRi-Media {ADD = 6F., NoS01,
Sec.2, Tiding Blvi., Tadpei, Taiwan) ©

Select the
for this installation

Confirmation of License

If you accept the terms of the agreement, dlick I Agree to continue. You must accept the
agreement to install GSISAFE 0.9.131211.0191.

Agreement

Copyrights By GSiMedia

<Back || 1Agree | [ cancel

) GSISAFE 0.9.131211.0 E=Re o

. Choose Install Location
Welcome to the GSISAFE Choose the folder in which to install GSISAFE 0,9.131211.0191. @
0.9.131211.0191 Setup

Setup will install GSISAFE 0.9.131211.0191 in the following folder. To install in a different

folder, dick Browse and select another folder. Click Next to continue.
This wizard will help you set up this computer to run the

GSISAFE app.

Produced by G5iMedia Corp

http: /fwww.gsi-media. com/

Destination Folder
Click Next to continue.

After confirmed GSiSafe

installation, select

Confirmed Installation

Space required: 4.3MB
Space available: 76.3GE

Location, then click

Copyrights By G3iMedia

to continue I <oack || wext> ] [ cnce

to continue
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Choose a Start Menu folder for the GSISAFE 0.9.131211.0191 shortcuts.
Select the Start Menu folder in which you would like to create the program's shortouts. You
can also enter a name to create a new folder.
Completing the GSISAFE
" 0.9.131211.0191 Setup
Accessories E| GSISAFE 0.9.131211.0191 has been installed on your
Acer computer,
ADlink *
Administrative Tools . Click Finish to dose Setup.
AFMCMedia :
Android SDK Tools a
Avira
DAEMON Tools Lite -
Diagram Designer
Dici il i
igiarty . - Add to Quidd aunch
Copyrights By GSiMedia ,
Back Mext Cancel
= |I z I [ Add to Desktop
Enter a Start Menu name, — Installation complete.
then click Next to : Welcome to use

< Back |L Finish J| Cancel

Installation Complete
Setup was completed successfully.

Completed

Extract: GSiSAFE.exe.config... 100% -
Extract: libeay32.dll... 100%

Create folder: C:\ProgramData\Microsoft\Windows\Start Menu\Programs\GSiSAFE

Create shortcut: C:\ProgramData MicrosoftiWindows\Start Menu'Programs'\GSISAFE. ..
Create shortcut: C:\ProgramData Microsoft\Windows\Start Menu'Programs\GSISAFE. ..
Create shortcut: C:\ProgramData Microsoft\Windows\Start Menu'Programs'\GSISAFE. ..
Create shortcut: C:\ProgramData MicrosoftiWindows\Start Menu'Programs'\GSISAFE. ..
Create shortcut: C:\ProgramData MicrosoftiWindows\Start Menu'Programs'\GSISAFE. ..
Created uninstaller: C:\Program Files (x38)\GSISAFE \uninst. exe

Copyrights By GSiMedia

| <Back |[  Finish i| Cancel |

=?=
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Enter the GSiSafe user

© Once enabled, you must enter password to unlock your login.

@ For first time users, 'Default password is 1234"' will pop up.
For non-first time users, please enter your newly updated
password on the following screen.

® Your password must be between 4 and 8 digits long.

e

& Attention!

Default password is 1234,please change
password in setting

Confirm

.. Media ... Media

g7

There are three major features

Encryption

Decryption

Encrypt confidential files, stored in GSiSafe folder
on the SD card.

Decrypt encrypted files, stored in the GSiSafe folder.

Setting Password | Inquiry service and password change service

Change
password’ ///'

- -Media
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Encryption Interfaces

o R === o -~
Encrypt Encrypt

ﬁ " RE.png 2,8 A
R3] _— 2% png X w

| Encrypt . == P % Encrypt
If select Encrypt Files, =
et e o which contains the already B e o
A f 't t d f (Not included files with gsf file extension.) i ; stored in GSiSafe directory of SD card. o
SrEnissel[pligle e | encrypted file (. GSF), then |
Encryption, @G the encrypted file will not be @G
“ | Back to main added agan’] ‘to ‘the menu Back to main

~Tép ] om0 caro Encrypt
I= =x-om A
= s w
_ ZHpng x Eosoet
After checked the desired . o | Click the files in the list to __
gt l] B=m=me  mew o e . ©
documents and / or files for SRR Qe s s files encrypt will open the Add files
. | .
encryption, then start to : associated program to o%e
encryption process. ‘ s enable preview features. o
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System will display the
encryption status.You can
cancel the encryption process,
at any time

Once canceled encryption

process, it will stop to encrypit.

Encryption progress

Completion /Total /3

-y

184%
ﬁ/'

Encryption progress

& Attention!

Encryption canceled !

Confirm

| X

Cancel

)} Encryption Complete

When encryption complete, result page will display. Click confirm,
selected files will be deleted. And the encrypted files will be stored
in GSiSafe folder of SD card.

Encryption complete

LSS

%
Confirm

—




Decryption Interfaces

Decrypt Decrypt

_A B === o .

Ry [ =e x| s
D t o . | Decrypt

e B) z&romost *

The selected files will be deleted after [_]j The selected files will be deleted after X

encryption,and the encrypted files will be I+ [_—l:] decryption,and the decrypted files will be X [+

stored in GSiSafe directory of SD card. . . . stored in GSiSafe directory of SD card. | ;
After entered page of g s If add files for decryption, ) sxesmimaa e

Decryption , ol& which only display @G

Back to.mam ( -GSF ) fiIeS Back m‘.mam

0 Open

) [T+ Compuer » 0D » G = — Decryption progress
Organise = Hew fcider
.";;Z:;m ::m o Completion / Total 216

L/25/2005 1305 BV G5 File.
LS IZIPM  G5F File

L/25/205 1306 P G5F File.
LANFIZDGFM G5 File
L/2S/I0LN 1506 P GSF File

| System will display the S \

After checked the desired . 50y %

documents and / or files for

& Lseal Dk ()
o becal Disk (T}
- 50 CARD (k)

fls decryption status.You can

e

Flename: “BEZ.prg gl "ERE prg gl "Bl grg o MERR gl ¥

decryption, then start to cancel the decryption

decryption process.

. process, at any time | X |




Once canceled decryption
process, it will stop to decrypt.

)} Decryption Complete

When encryption complete,
result page will display.
Click confirm, selected files
will be deleted.

Decryption progress

& Attention!
Decryption canceled !

Confirm

X

| Cancel

Decryption complete

%4  png.gsf
ST

SIS SIS

Setting Password

} Guide to setting password

For first time users, Default password is 1234. When setting password,
first enter current password, followed by new password and confirm
new password(retype it for confirmation). Once click confirm, setting
password will be done.

We are sorry not provide service for retrieve password because of personal
encrypted data privacy. Be sure to remember your password, otherwise
you will be unable to decrypt your important data.

Change password

24
3
0
éx




